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Smart Contracts

CertificationModel Step (1)  Steps (1)-(3) Certify a property on a target
CertificationModelExecution Step (1) Steps (1)-(3) Execute a CertificationModel
Certificate Step (3)  Step (3) Final certification process artifact

Core contracts

VRFv2SubscriptionManager, Step (0)  Step (1) Generate verifiable random numbers

VRFv2Consumer

Probes Step (0)  Step (2) Expose probes as functions then sent
to oracles for execution

Coordinator Step (0)  Steps (1), (2) Define the policy for probes execu-

tion and retrieve their result
Supporting contracts
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Gas Consumption (1)

Step (0): Bootstrap 8,932,049
Step (1): Preparation 5136,015
Step (2): Evidence Collection 4,076,328
Step (3): Evaluation and Award 537,041
Total 18,681,433

0.41
0.235
0.187
0.025
0.857

1,288.920
74141
588.225
77.497
2,695.783

Fee=gas usedxcost of a
unit of gas

Cost of a unit of gas: ETH
45.85%10 9

ETH 1=€3,147.28 (as of
March 2, 2024)

Sepolia as blockchain
testing network

Probes implemented as
HTTP calls
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Gas Consumption (2)
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Conclusions

certification scheme and process

e relaxes

e complete visibility and traceability of

® improve
e stronger policies

® reward-punishment
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